**Use of External Information System Control Policy (NIST AC-20)**

1. External information system should be able to access the organization’s information system with authorization, and also able to process, store, or transmit organization-controlled information
2. The organization should restrict the use of organization-controlled portable storage devices by authorized individuals on external information system
3. The organization should prohibit the use of non-organizationally owned systems/components/devices